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Copyright Information  
No portion of these FAQs may be reproduced, transmitted, extracted, or re-published in any way 
(including through paper, print, electronic publication, electronic document and other media) 
without the consent of Shanghai Futures Information Technology Co., Ltd. We reserve the right to 
revise these FAQs in accordance with future product updates.

Things to Note  
These FAQs mainly cover some frequently asked questions about the Standard Warrant 
Management System of Shanghai International Energy Exchange. Please refer to the User Guide 
of Standard Warrant Management System of Shanghai International Energy Exchange for 
detailed information on the system requirements and function availability. 

If you cannot find the answer you’re looking for in these FAQs, please direct your comments and 
questions to the address below. We will respond at the earliest time possible.

Chapter 1 Operating Questions  
If you experience trouble when using the Standard Warrant Management System of the INE, try 
the following solutions.

Unable to Print  

Symptoms: No response when you click the “Print” button of a page.

Cause: The higher version of your browser is not supported by the System, such as IE 11. 
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Solution: Install Java, import a certificate, add the URL to the exception site list and configure the 
security settings of JRE.

Steps:

1. Check whether Java is installed. If not, download and install Java first.

Step 1: Check whether java is installed correctly or not at www.java.com.

Step 2: If java is not installed (as shown below), click  as shown in the above figure, 

download and install java.

http://www.java.com/


Step 3: Java is installed successfully if you are redirected to the following page.

2. Save the certificate of the Warrant System locally

Step 1: Insert the USBKey, input the URL of the Warrant System of the INE and open the 
System.

Step 2: Click  as shown in the above figure, then click as shown in the following 

figure to view the certificate when a   prompt window pops up.

Step 3: Select the Detailed Information tab in the certificate, and click Copy to File (C).



Step 4: Save the certificate file locally.





3. Open the Java Control Panel, import the certificate and add the URL to the exception site list.

Step1: Open the Windows Control Panel and select Java (32 bit). 

  

Step 2: Configure the exception list. Add the URL of the Warrant System of the INE to the 
exception list.



Step 3: Click the Certificate Management button( as shown above) to import the 

downloaded certificate. Please note that the type of certificate must be selected as the 
Trusted Site as shown below when importing the certificate.



Import the certificate.

Complete the import process.



  

4. Configure the security settings of JRE

Step 1: Open the java.policy.txt.

Step 2: Add a line of code as follows: permission java.security.AllPermission.



5. Close the IE browser and restart it. Log in the System to print your statements.

Chapter 2 CA certificate online update
instruction

 

In order to better serve users, shorten the replacement time after the certificate expires, and 
improve work efficiency, the digital certificate(red USBKEY)  based on ECC algorithm used for 
users to log in to the  Standard Warrant Management System of Shanghai International Energy 
Exchang can now be updated online.

Scope of application

The online update of certificates is only applicable to the digital certificates that have not expired 
and are about to expire(within 5 months), not to the expired digital certificates。

Steps:

1. Open IE browser，input the web address http://ew.shfe.com.cn , enter the page and install 
ActiveX control according to the page prompt。
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【Note】

If the ActiveX control has been installed, the figure below will not appear, and you can 
directly enter the second step. 

2. Enter the user name, password and verification code, and click login. If the certificate can be 
updated, the page will display as follows.

3. If you are sure to update now, click the OK button, enter the PIN code, and update the 
online certificate. After the update, log in the system according to the normal steps. Do not 
pull out USBKey during certificate updating, otherwise the certificate may be damaged and 
you will never be able to log in to this system again.



【Note】

There are some other situations during the installation

If the following figure appears,  it means that your digital certificate has expired and cannot 
be updatad online.

If the following figure appears,  the related ActiveX control may not be installed.



Chapter 3 Installation instructions of
Haitai ECCKey certificate

 

ECCKey：ECCKey series producs, as termina encryption and authentication devices, provide 
security protection directly from the system and hardware level to ensure that key information 
such as key, certificate and permission attributes are safely stored in hardware devices. The 
device is based on the smart card chip, build-in chip operating system, all applications are 
implemented under the control of the operating system.

PIN code：it is the password used to protect ECCKey when you use ECCKey.

certificate：Certificate is a series of data that marks the identity information of all  parties in 
network communication. It provides a way to verify your identity on the Internet. It is a file that 
contains the information about the owner of the public key and the public key signed by the 
certificate authority. 

Preparation before installation  

Please make the following preparation before starting the operation：

1. Make sure you have ECCKey and ECCKey installation software.

2. Make sure your computer is equipped with hardware that can connect to the internet.

3. ECCKey currently supports the following operating systems. Please confirm that your 
operating system is the following series.

Windows2000
Windows XP 32/64位
Windows Vista 32/64位
Windows 7 32/64位
Windows Server 2003
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【Note】Please log in as an administrator before installing ECCKey software .

Equipment installation ECCKey software  

You must install "ECC控件.exe" before using ECCKey.

Step1: Start to install  "ECC控件.exe" , frist enter the welcome page.

Step2 :  Click “Install” to enter the formal installation.

Step3 :  Click “Fish” to complete the installation of  ECCKey control.

If you need to view the information of ECCKey, click "ECC.html" to open it, You can operate 
ECCKey according to the prompts in the interfaca.

Manager ECCKey  
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If you want to manage ECCKey, you need to install ECCKey‘s management tools.

Step1 :  Click "Haitai CSP.exe" to enter the installation interface.

Step2 :  Click "Next" to enter the interface of selecting path(if there is no special need, it is 
suggested to be the default path).

Step3 :  Click "Next" to install. Enter the completion interface after several seconds of installation. 



Step4 :  Click "Fish" tocomplete the installation of this tool.

Right click the icon in the lower right corner of the screen to display the following dialog box：

Function introduction of this management tool：

1. Click the device information button to enter the  device information interface.



If you want to modify the device name, enter the new device name and click the “Modify” 
button.

2. Click the configuration management button to enter the  configuration management 
interface.



Select the required customization, such as
, double click the value 

of the corresponding item , after it becomes
, enter the URL that will pop up after the key is inserted. 

After writing, click the “Save” button. The next time you insert the key, the URL you set will 
pop up.

The same method is used for configuration modification of other function.

3. Click the certificate management button to enter the  certificate management interface.

Click the download certificate to pop up the web address you set in the configuration 
item, enter the download web page and download the certificate. 
Click “Import” and select the certificate you  want to import.
Select the certificate to be deleted, and then click the “Delete” button.
Select the certificate to be modified, and then click the “Modify” button.

4. Click the PIN code management button to enter the  PIN code management interface.



After writing the old PIN code and the new PIN code, click the “Modify” button to display 
“Modified successfully”.

Frequently asked questions  

When using ECCKey to inter another USB for the first time, you need to install the control before 
you can operate it. The control and management tools are in the attached CD.

Chapter 4 Setting instructions  
If IE display a blank page or ACTIVEX control error when opening the site, please check that IE 
compatibility and trusted site are set correctly.

For compatibility view  settings, “ine.cn” and “shfe.com.cn” need to be added.
Trusted sites need to add “https://*.ine.cn”  add “https://*.shfe.com.cn”.

Disable IE browser to turn on Pop-up Blocker.

Compatibility View Settings  

The specific operation is as follows:

Step1：Open IE and click ，as shown in the figure below

Step2：Select Compatibility View Settings
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Step3：add “ine.cn” and “shfe.com.cn”

Step4：click “Add” button when finished.

Trusted sites setting  

The specific operation is as follows:

Step1：Open IE and click ，as shown in the figure below
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Step2：Select "Internet options"

Step3：Select “Security -> Trusted sites ”,click “Sites” button

Step4：Add “https://*.ine.cn” add “https://*.shfe.com.cn”



Step5：click “Add" button.

Disable to turn on Pop-up Blocker  

The specific operation is as follows:

Step1：Open IE and click ，as shown in the figure below·

Step2：Select "Internet options"

Step3：Select ”Privacy“，don’t check ” Turn on Pop-up Blocker“
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Step4：click “OK” button when finished.
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